
 
 

Security mechanisms 

 
Using the latest technologies BasisBank ensures safety standards for Internet banking, along with it safety 

standards shall be followed by the user while working with internet-banking 

For registration of internet banking plese visit any of Service-center of “BasisBank”, while registration you 

will receive user name and primary password.   

Upon the first signing  into system it automatically requires  changing of primary password and registration 

of new personal password.  

 

The new password shall contain: 

 Min. 6 symbols; 

 Including digits, Latin capital and small letters. 

 

During signing up into system if the password is entered incorrectly three consecutive times, the system will 

block your user. For restoring your access you should contact the Bank. 

Password is one of the most significant security element, so don’t transfer your user name and password to 

the third person. 

Before signing up to internet-banking make sure you have entered the web-site: 

https://www.Bankonline.geThe correctness could be checked with security certificate by pressing the lock 

located on link address, which confirms that you have been connected to web-site of “BasisBank”. 

In the case of inaction open page of internet-banking the session will automatically complete in a few 

minutes, the re-signing is possible only upon the new input of password.  

For increasing security level of signing to internet-banking you can request for the one-time code which 

shall be specified after the input of user name and password, this will enhance security of signing up to the 

system.   

 

Try to finish working in internet-banking by pressing the button “sign out”. 

https://www.bankonline.ge/

